












Rasmus Malver
Mangler at de ikke skulle slette, at det ikke blev forbudt, og at det vist ikke var alle former for data.



Rasmus Malver
Løgn.

Rasmus Malver
Prøver at forvirre ved at blande nye og gamle regler.

Rasmus Malver
Alle forbrydelser



Rasmus Malver
Løgn. Der er fuld undtagelse efter bl.a. bandeparagraffen.

Rasmus Malver
Mastesug

Rasmus Malver
Nu finder de bare på.

Rasmus Malver
Løgn og vildledning.



Rasmus Malver
Løgn løgn løgn. Og nye regler overfor gamle regler.



Rasmus Malver

Rasmus Malver

Rasmus Malver

Rasmus Malver



Rasmus Malver

Rasmus Malver

Rasmus Malver
Grave misrepresentation of Danish law, the case and the Supreme Court ruling. The lawsuit concerned the interception and storing of the data, as done by privately owned telco providers. Because the providers complied with the illegal order, the applicants has never had any opportunity to bring such a case before a court. For this very reason the Convention covers not only the actions of states, but also by those acting in their interest. Inter alia art. 13.

Rasmus Malver

Rasmus Malver
Untrue. That is exactly the examination that was submitted to the courts.

Rasmus Malver



Rasmus Malver
No. Because it was written in response to the case at hand.

Rasmus Malver
Not true.

Rasmus Malver
Fuck off.

Rasmus Malver
Beyond all logic.

Rasmus Malver
Not true. The continued interception and storage of information is not subject to any trial before a court, contrary to the requirements by the CJEU in LQN.



Rasmus Malver

Rasmus Malver
This would be impossible. Any state could re-write any rule, when a case is pending the courts, and thus make this point. Allowing such a moot point would effectively halt any future case before the Court.



Rasmus Malver
Yet no legal professional, court, observer, NGO or government official made this point before the decision of the Supreme Court. If it were so easy, the minister would have been required to inform parliament of it.



Rasmus Malver
This was not a frivolous lawsuit, brought by amateurs. Bird & Bird is one of the foremost legal companies dealing with IT- and EU law, and a total of 4 barristers with many legal assistants read the law as allowing only the chosen course of action. In the press university legal professionals applauded the case, and said it was examining a crucial issue. See above, re the fact that nobody made this analysis before the decision of the Supreme Court

Rasmus Malver

Rasmus Malver
Except they did.



Rasmus Malver
Never brought by the government in the case.



Rasmus Malver
Fucking no. El Asmar! The courts would then have tried whether the applicant had had a pecuniary loss, or had suffered tort. There is no case law suggesting that the courts would have tried the legality of legislation, any more than in the manner we tried.



Rasmus Malver
This is a lie. The Supreme Court says that the telco’s would be found not liable, had they chosen to not obey the rules. The applicants had no legal standing in such a case.

Rasmus Malver
Because of fucking liability.

Rasmus Malver
Again: Pecuniary loss.



Rasmus Malver
Untrue. This was a one-off, where the telco went to court. Not the person the case was about.



Rasmus Malver
Absurd

Rasmus Malver
How? They had themselves said, that they were in violation of the EU Charter, so they were no longer “as required by law”.

Rasmus Malver
No and misleading. The retention was the case, and that was not changed.



Rasmus Malver

Rasmus Malver
ALERT: Misleading! They are trying to make the access the question, instead of the keeping of the data.



Rasmus Malver
Nope. The general retention of everybody’s data has been declared “temporary”, without any assessment by any independent body or court.



Rasmus Malver
Yet there is no oversight, and police employees can freely request and abuse the data.

Rasmus Malver
Not relevant.





Rasmus Malver
Except that requests could easily require hundreds or thousands of people, all represented by 1 barrister, who would never meet or have any contact with any of their clients.

Rasmus Malver
The interception is the registration. Misleading.

Rasmus Malver
Except in the 8 cases where this was not necessary. And the person whose data was given was not the same as the person suspected of the crime.

Rasmus Malver
Grossly misleading. The interception is done by the telcos. Not the government.

Rasmus Malver
With no oversigt, and an option to circumvent the courts, see 109.

Rasmus Malver

Rasmus Malver
6,72 % of cases (2020) to 12,26 % of cases (2018)



Rasmus Malver
THE ILLEGAL PART IS THE REGISTRATION AND STORING OF DATA! How are they still trying this shit? It’s like choking a person to death, and arguing that the weapon was legal, and thus it was a legal killing.

Rasmus Malver
Not the issue before the court.

Rasmus Malver

Rasmus Malver
Can they not see it? Retention is not made legal by the rules for accessing the data.

Rasmus Malver
And the telcos, and intelligence agencies.



Rasmus Malver

Rasmus Malver
Unless the police don’t want to show it. Also: The material is presented to the cousel in court, before the judge. And the counsel is strictly forbidden from contacting anybody who knows anything about the case.

Rasmus Malver
Which is useless, as the Danish courts accept illegally obtained evidence. If nothing is found, the person is not contacted.



Rasmus Malver
Not relevant.

Rasmus Malver
Not relevant.





Rasmus Malver
These bodies are both parts of the government, and their employees work for the ministries. The Danish DPO is not the oversight for police use of data. The Danish implementation of GDPR excempts the police intelligence from the regulation, databeskyttelseslovens § 3 (2) and retshåndhævelseslovens § 1 (2).

Rasmus Malver
Undlader at skrive at det helt kan undlades.



Rasmus Malver
Men må ikke sige det til sin(e) klient(er).






